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Collect threat data 
from multiple 
sources.

• Open sources

• Private sources

• Commercial sources

• IP addresses

• DNS names

• Malware hashes

• Attributes that may 
associate

• IP addresses

• Malware

• Domain names

• Logs

• Network flow 
records

• Passive DNS

• IDS/IPS

Merge threat data 
to discover new 
associations

Review sensor data 
to determine if 
associated activity 
was seen

Report suspicious 
or malicious 
activity


