Designing SCADA Systems for the Self-Verifiability of Their Security & Survivability
A Cyber-Physical and Agent-Based Approach to Detecting and Recovering from a False Data Injection Attack on a Power Grid SCADA System
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