FloCon 2021 Invites Abstracts on Using Data to Defend

FloCon has opened its call for participation in the 2021 conference on the theme of “Using Data to Defend.” The international conference on data analysis for security invites operational analysts, tool developers, researchers, security professionals, and others to submit abstracts for presentations, posters, and demonstrations by August 14.

Due to uncertainties related to the COVID-19 pandemic, FloCon 2021 will be a virtual event, held online January 11-14.

“FloCon attendees can expect presenters to share fresh insights into new threats, adaptations to the new normal, and unique perspectives on the security landscape,” said Joshua Fallon, a network defense analyst in the SEI’s CERT Division and chair of FloCon 2021.

Read more.

SEI NEWS

- CERT/CC Releases VINCE Software Vulnerability Collaboration Platform
- Kruchten Named Recipient of 2020 Linda M. Northrop Software Architecture Award
- Keeping Up with the SEI
SEI Publications

- A Risk Management Perspective for AI Engineering
- CMMC Scoring Fact Sheet
- CMMC—Securing the DIB Supply Chain with the Cybersecurity Maturity Model Certification Process

SEI Blog

Recent posts

- COVID-19 and Supply-Chain Risk
- Cybersecurity Maturity Model Certification (CMMC) Part 2: Process Maturity's Role in Cybersecurity
- The Latest Work from the SEI: DevSecOps, Artificial Intelligence, and Cybersecurity Maturity Model Certification

SEI Podcast Series

Available in video and audio formats

- Challenges to Implementing DevOps in Highly Regulated Environments
- The Future of Cyber: Cybercrime
- Designing Trustworthy AI

SEI Events

The SEI is evaluating all upcoming courses, conferences, and events case-by-case in light of COVID-19 developments. Check individual event pages for the latest information.

Featured events

- Webcast - Solving Current Cyber Challenges: Academic and Industry Collaboration
- NatCSIRT 2020
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**SEI Videos**

Short videos of SEI work from our experts

- Webinar - A Discussion on DoD Software Advances and What's Next from SEI
- Webinar - Top 5 Considerations Before Boarding the Container Ship
- Webinar - Trust, Verify & Authorize with DevSecOps

---

**SEI Training**

The SEI is evaluating all upcoming courses, conferences, and events case-by-case in light of COVID-19 developments. Check individual training pages for the latest information. You may also contact us at courserегистration@sei.cmu.edu or +1-412-268-7388.

- **Insider Threat Program Manager: Implementation and Operation**
  August 11-13, 2020 (SEI, live online)
- **Foundations of Incident Management**
  August 18-21, 2020 (SEI, Arlington, Va.)

---

**SEI Careers**

Featured opportunities

- **IT Security Engineer**
- **Technical Manager - CERT Cyber Assurance**
- **All Current Opportunities**

---

**About the SEI Bulletin**

The SEI Bulletin is a biweekly newsletter designed to keep you up to date on SEI news, events, research, and other matters of interest to the SEI community. We hope you find the SEI Bulletin useful and informative.

**Send Us Your Story**

Do you have a story about how an SEI technology has positively affected your team or organization? If so, the SEI would like to hear about it. Send a short summary of your success to info@sei.cmu.edu, and you could be featured in a future issue of the SEI Bulletin.

---

Our mailing address is

Software Engineering Institute | Carnegie Mellon University | 4500 Fifth Avenue, Pittsburgh, Pa. 15213

info@sei.cmu.edu

Want to change how you receive these emails? You can update your preferences or unsubscribe from this list.