The Role of the Software Factory in Acquisition and Sustainment

SEI Director and CEO Paul Nielsen was selected to be part of a task force charged by the U.S. Department of Defense (DoD) Defense Science Board (DSB) to make recommendations on innovative practices for the acquisition of software-reliant systems. The resulting study, released earlier in 2018, is called *Design and Acquisition of Software for Defense Systems*. In the study, the task force made seven recommendations on how to improve software acquisition for defense systems. The recommendations emphasized that a modernized concept of the software factory should be a key player in the acquisition and sustainment of software for defense.

In this new episode of the SEI Podcast Series, Nielsen discusses the role of the modern software factory in acquisition and sustainment with Suzanne Miller, a principal researcher in the SEI's Software Solutions Division.

[Watch or listen to the podcast.](#)
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**Send Us Your Story**

Do you have a story about how an SEI technology has positively affected your team or organization? If so, the SEI would like to hear about it. Send a short summary of your success to info@sei.cmu.edu and you could be featured in a future issue of the SEI Bulletin.
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